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Bue Raun Andersen meddelte, at årsrapporten, som udvalget tidligere 

har behandlet, er forelagt Direktionen. Direktionen var glade for formatet 

og udtrykte et klart ønske om at styrke awarenessarbejdet på databe-

skyttelses- og informationssikkerhedsområdet. 

 

Databeskyttelsesforordningens artikel 30 stiller krav om, at den dataan-

svarlige har et overblik over behandlingsaktiviteter. SDU har ikke haft en 

fyldestgørende fortegnelse, men efter en fokuseret indsats siden som-

merferien 2021 er der nu en første version af fortegnelsen på plads. 

 

Udvalget har tidligere behandlet retningslinjer for brug af IT, som var en 

udmøntning af de personalepolitiske retningslinjer. Ændringen i de per-

sonalepolitiske retningslinjer er kommunikeret via. FANe-nyhedsbrevet, 

og der er indsat et link til retningslinjerne for brug af IT i det relevante af-

snit i de personalepolitiske retningslinjer.  

 

SDU har fået alvorlig kritik af Datatilsynet grundet et brud på personda-

tasikkerheden i HCM, der fandt sted sidste år. Bruddet handlede om, at 

rettighedsstyringen i rekrutteringsdelen af HCM blev nulstillet, således at 
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3. Lukket punkt 

 

4. Beslutningspunkt: 

Retningslinje for 

håndtering af brud 

alle ansatte på SDU fik mulighed for at tilgå en stor mængde ansøgnin-

ger. Afgørelsen er offentliggjort på tilsynets hjemmeside og omtalt i flere 

andre medier. Bue oplyser, at der på bagkant er implementeret en 

række forskellige foranstaltninger og procedurer for at imødegå lignende 

brud i HCM. 

 

Udvalget har tidligere behandlet retningslinjer for databeskyttelse i stu-

derendes selvstændige opgaver. Disse er omsat til brugerrettet materi-

ale og gøres tilgængelig på MitSDU snarest muligt. Retningslinjerne 

kommunikeres til de studerende i forbindelse med semesterstart.  

 

Udvalg for retningslinjer for internationalt forsknings- og innovationssam-

arbejde (URIS) har beskæftiget sig med rammer og risici i forbindelse 

med internationale samarbejder med stater som f.eks. Kina og Rusland. 

URIS er kommet med ni anbefalinger, som i høj grad vedrører aware-

ness. Udvalget vil behandle URIS’ retningslinjer på næste møde.  

 

EU Kommissionen har vedtaget et NIS2-direktiv. NIS2-direktivet regule-

rer virksomheder og myndigheder på cyber- og informationssikkerheds-

området og er derfor en pendant til GDPR, da manglende overholdelse 

af NIS2 ligeledes kan medføre bøder. Direktivet skal omsættes til natio-

nal lovgivning, og der pågår en drøftelse af hvorvidt universiteterne er 

omfattet. Forventningen er dog, at dele af universiteternes virke er om-

fattet, og at NIS2 derfor også skal efterleves på SDU.  

 

Jacob-Steen Madsen gav en status på trusselsbilledet. Trusselsbilledet 

vurderes at være på normalt niveau, hvorfor der ikke længere opereres 

med øget beredskab.  

 

Jacob-Steen vendte tilbage på udvalgets bemærkning omkring anven-

deligheden af det vejledningsmateriale, SDU IT stiller til rådighed – 

f.eks. vejledning til brug af Teams. SDU IT er ikke i mål, men der er 

igangsat en indsats for at gøre vejledninger brugerrettede og tilgænge-

lige på både dansk og engelsk. 

 

SDU IT har haft en dialog med SUND vedrørende behandling af kvalita-

tive data, der hidtil ikke har fungeret optimalt. Det konkrete behov er 

håndteret, og der kigges nu ind i en samlet løsning af problemstillingen. 

 

 

 

Janni Lee B. Bang Brodersen introducerede punktet. Det er ad flere om-

gange konstateret, at håndteringen af brud på persondatasikkerheden 

på SDU kunne have forløbet mere hensigtsmæssigt. Nærværende ret-

ningslinje beskriver den interne proces for håndtering af brud – d.v.s. 
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5. Beslutningspunkt: 

Retningslinjer for 

brug af IT for stude-

rende på SDU 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

efter slutbrugeren har indberettet et brud. Retningslinjen tydeliggør roller 

og ansvar og har samtidig gjort læring til en central del af processen, så-

ledes at SDU kan lære af tidligere brud.  

 

Martin Svensson påpegede, at det ikke fremgår tydeligt af retningslinjen, 

hvilken indberetningsløsning til indberetning af brud, der benyttes på 

SDU.  

 

Bjarne Nielsen efterspurgte en tydelighed omkring, hvilken rolle og 

hvilke forventninger der er til forretningen i forbindelse med håndterin-

gen af brud på persondatasikkerheden. Janni er enig i denne betragt-

ning og vurderer, at dette er medtaget i retningslinjerne.  

 

Bue Raun Andersen opsummerede, at udvalget godkender retningslin-

jen blot med en tilføjelse af, hvordan slutbrugeren indberetter brud på 

persondatasikkerheden.  

 

Natalie Olsen rammesatte punktet. Udvalget har tidligere godkendt ret-

ningslinjer for brug af IT for ansatte på SDU. Der er nu udarbejdet tilsva-

rende retningslinjer målrettet de studerende. Placeringen af ansvaret for 

de studerendes kendskab til retningslinjerne udestår, men dette afklares 

inden retningslinjer offentliggøres i en brugerrettet version på MitSDU.  

 

Mads Lildholdt spurgte, i hvilket omfang de studerende er blevet hørt, 

når nu De Studerende i Centrum er nedlagt. Natalie oplyste, at retnings-

linjerne har været i høring ved blandt andet Studieservice og fakulte-

terne, og at det har været op til dem, hvilke relevante parter de hørte.  

 

Bjarne Nielsen spurgte, om det ikke bør fremgå tydeligt, at udfører den 

studerende arbejdsopgaver for SDU, så skal vedkommende have en an-

sat-konto. Jacob-Steen Madsen vurderer, at dette allerede er besluttet 

og kendt praksis på SDU. Udvalget blev enige om, at en tilføjelse herom 

vil være hensigtsmæssig, således at de studerende også kan være op-

mærksomme på forholdet.  

 

Flere af udvalgets medlemmer var optagede af, hvordan de studerendes 

kendskab til retningslinjerne sikres. Det blev blandet andet foreslået, at 

det indgår i How To Uni. Udvalget input tages med i den videre proces 

omkring endelige afklaring af ansvar og kommunikation til de stude-

rende.  

 

Bue Raun Andersen opsummerede, at retningslinjerne godkendes med 

en tilføjelse af, at studerende skal benytte en ansat-konto, hvis de udfø-

rer arbejdsopgaver for SDU. Derudover er der opmærksomhed omkring, 

hvordan retningslinjerne kommunikeres.   
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7. Eventuelt  

 

Simon Kamber introducerede punktet. Udvalget har tidligere godkendt 

governance model for Sharepoint- og Teamssite, som skulle bidrage til 

at klassificere data samt indføre passende sikkerhedsforanstaltninger. 

Der har imidlertid været behov for at genbesøge dataklassifikationen for 

at sikre fælles termer på tværs af initiativer og systemer, så det er nemt 

og genkendeligt for brugere/systemejere. I retningslinjerne fremgår det 

desuden, at ansvaret for at klassificere data påhviler den enkelte sy-

stemejer.  

 

Jacob-Steen efterspurgte en operationalisering af retningslinjen fx hvil-

ken betydning en given klassifikation har for hvilke sikkerhedsforanstalt-

ninger, der skal opsættes. Simon påpegede, at en specifik retningslinje 

vil være problematisk at anvende på tværs, men at der kunne udarbej-

des vejledningsmateriale, som beskriver de typiske implikationer af de 

forskellige klassifikationer.  

 

Bue Raun Andersen konkluderede, at retningslinjerne holdes generelle 

for at sikre anvendelse over tid og på tværs af systemer, dokumenter 

mv. SDU Digital bistår SDU IT i forhold til at gøre dataklassifikationen 

operationel i DLP-projektet.  

 

Bjarne Nielsen fremhæver, at ny lov fastslår, at det ikke længere er til-

ladt at spørge om ansøgers alder i forbindelse med rekruttering, og 

spørger om dette har betydning for de oplysninger om alder, som SDU 

tidligere har indsamlet. Simon Kamber svarer, at SDU ikke skal slette 

oplysninger om alder så længe de ikke benyttes i rekrutteringsøjemed 

eller til at diskriminere.  

 

 

 


